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OIG Profile

The OIG is a statutorily created, independent
entity whose mission is to detect and deter

waste, fraud, abuse, and inisconduct involving
Department programs and personnel and promote
economy and efficiency in Departnient operations.
The OIG investigates alleged violations of
criminal and civil laws, regulations, and ethical
standards arising from the conduct of’ Departinent
employees in their numerous and diverse activities.
The OIG also sudits and inspects Department
programs and assists management in promoting
integrity, economy, efliciency, and eflectiveness.
The OIG has jurisdiction to review the programs
and personnel of the FBI, DEA, BOP, ATF,
USAO, US. Marshals Service (USMS), and all
other organizations within the Department,

as well s contractors of the Department and
organizations receiving grant moncy from the
Department.

The OIG consists of the Inunediate Office of the
Inspector General and the following divisions and
office:

< Investigatlons Division is responsible for

investigating allegations of bribery, fraud,
abuse, civil rights violations, and violations

of other criminal laws and administrative
procedures governing Department etnployees,
contractors, and grantees. The Investigations
Division has field offices in Chicago, Dallas,
Denver, Los Angeles, Miami, New York,

and Washington, D.C. The Fraud Detection
Office is located in Washington, D.C. The
Investigations Division has smaller, area offices
in Atlanta, Boston, Detroit, El Paso, Houston,
Philadelphia, San Francisco, and Tucson.
Investigations Headquarters in Washington,
D.C., consists of the hnmediate office of the
Assistant luspector General for Investigations
and the following branches: Operations,
Special Operations, Investigative Support,
Rescarch and Analysis, and Administrative
Support.

Evaluation and Inspections Division
conducts program and management reviews
that involve on-site inspection, statistical

© Audit Division is responsible for independ
audits of Department programs, computer
systems, and financial statemnents. The Audit
Division has field offives in Atlanta, Chicago,
Dallas, Denver, Philadelphia, San Francisco,
and Washington, D.C. Its Financial Statement
Audit Office and Computer Security and
Informnation Technology Awlit Office
are located in Washington, D.C. Audit
Headquarters consists of the immediate office
of the Assistant Inspector General for Audit,
Office of Opcrations, Office of Policy and
Planning, and Advanced Audit Techniques
Group.

lysis, and other techniques to review
Department progratns and activities and makes
r dations for inpr

Oversight and Revlew Divislon blends the
skills of attorneys, investigators, program
analysts, and paralegals to review Department
prograns and investigate sensitive allegations
involving Departiment employees and
operations.

Management and Planning Division

provides advice to OIG sentor leadership on
administrative and fiscal policy and assists O1G
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components in the areas of budget formulation

and i wuu'ily, per , trai 2
travel, procurement, property managemen!
informati hnology, computer network

communications, telecominusnications, quality
assurance, internal controls, and general
support.

© Office of the General Counsel provides legal
advice to O1G management and stafl. 1t also
drafts menoranda on Issucs of law; prepares
administrative subpoenas; represents the 016
in persouncl, contractual, and legal matters;
and responds to Freedom of Information Act
requests.

‘The OIG has a nationwide workforce of
approximately 410 special agents, auditors,
inspectors, attorneys, and support atofl. For
FY 2008, the O1G's direct appropriation was

Audt and Investigations Otvistons Locations

B Audit end investigations Bivisions Lacation
9 lnvestigations Dtviston Lacation Onty

7 1 million, and the O1G received an additional
$3.5 million in reintbursements.

As required by Section 5 of the Inspecior General
A of 1978 (1G Act), as amended, this Sentiunnual
Report to Congress reviewing the accomplishments
of' the OIG for the 6-month period of October 1,
2007, through March 31, 2008, is to be submitted
tto luter than April 30, 2008, to the Attorney
General for his review. The Attortey General is
required to forward the report to Congress no
later than May 31, 2008, ulong with information
on the Department’s position on audit resolution
and follow-up activity in response to matters
discussed in this report.

Additional information about the O1G and full-
text versionts of many of its reports are avallable

at www.usdoj.aov/oig.
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and verification processes and data limitation
disclosures for the Department’s key indicators.
The Department and the components agreed with
our recormmendations.

Civil Rights and Civil Liberties
Complaints

Section 1001 of the USA Patriot Act directs the
OIG to receive and review complaints of civil
rights and civil liberties abuses by Department
employees, to publicize how people can contact
the OIG to file a complaint, and to submit a
semiannual report to Congress discussing our
implemnentation of these responsibilities. In
February 2008, the OIG issued its 12th report
summarizing its Section 1001 activities during the
period from July 1, 2007, to December 31, 2007,

The OIG’s most recent report described the
number of complaints we received under

this section, the cases that were opened for
investigation, and the status of these cases In
addition, the report described the status of the
OlG's follow-up reviews of the FBI's use of
national security letters and Section 215 orders for
business records in 2006.

The report described other OIG reviews that
examined civil rights and civil liberties-related
issues, including en audit of the Terrorist
Screening Center; an audit of the Department’s
Watchlist Nomination Process; and a review

of FBI employees’ observations and actions
regarding alleged abuse of detainees at
Guantanamo Bay and in Iraq and Afghanistan.

The Department’s Financial
Statement Audits

The Chigf Financial Qfficers Act of 1990 2nd
the Government Manugement Reform Act of 1994

require annual financial statement audits of

the Department. The OIG’s Audit Division
oversees and issues the reports based on the work
performed by independent public

During this reporting period, we issued the report
for the Departiment’s Aunual Financial Statement
for FY 2007.

The Department received an unqualified opinion
on its FY 2007 and 2006 finencial statements, For
FY 2007, the Departntent had two significant
defici at the lidated level, compared

to one materinl weakness and one reportable
condition for FY 2008, Effective for FY 2007, the
term “reportable condition” was changed to the
tern “significant deficicncy,” and new definitions
of material weakness and significant deficiency
were introduced in U.S. government auditing
standards.

Both of the Department's siguificant deliciencies
are repeat issues, which were reported as one
material weakness and one reportable condition
in FY 2006. For FY 2007, weaknesses in the
general and application controls for cach of the
Department’s component financial systems were
reported as a significant deficiency, with the
exception of the FBI where it was classified as a
material weakness.

The Department’s significant deficiency related
to financial reporting and includes several

serious but isolated issues, including the USMS's
financial accounting and reporting quality-
control and assurance and funds managentent
controls; ATF's accounts payable process; Oftice
of Justice Programs’ (OJP) grant advance and
payable estimation process and grant deobligation
process; Offices, Boards and Divisions’ status of
obligations controls and preparation, review, and
approval of journal entries; and Assets Forfeiture
Fund and Seized Asset Deposit Fund's obligations
and disbursements controls and scized and
forfeited property controls.

October 1, 2007 - March 31, 2008
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While the Department’s financial statement
audit results have continued to improve, the
Department still lacks sufficient automated
8y to readily support ongoing accounting
operations and financial statement preparation.
Inadequate, outdated, aund in somnte cases non=
integrated financial management systems do not
provide certain automated financial transaction
processing activities that are necessary to support
nunagement’s need for timely and accurate
financial iuformation throughout the year. Many
tasks still must be performed manually at interimn
periods and at year's end, requiring cxtensive
manual efforts on the part of finaucial and audit
persontiel. These significant, costly, and time-
intensive manual cfforts will continue to be
necessary for the Departinent and its cotnponents
to produce financial statements until automated,

integrated processes and systems are implemented
that readily produce the necessary information
throughout the year. While the Department is
moving towards implementing a Unified Financial
Management System that it believes will correct
many of these issues, imtplementation has been
slow and will not be completed across the
Departntent for at least another 5 years,

The FY 2007 consolidated report on compliance
aud other watters identified no instances of
significant non-compliance with applicable laws
and regulations. Although some instances of
non-compliance were reported at some of the
comp 8, the lidated report determined
that none of the comp level mpli
issues caused the Department 2s a whole to be in
significant non-compliance.

U.S. Department of Justice, Office of the Inspector General












32 “combination” Section 215 applications in 2006
that were formally submitted to and approved by
the FISA Court. Six additional 215 applications
were withdrawn by the FBI before they were
formally submitted to the FISA Court. Qur
review found that FBI agents encountered similar
processing delays for Section 215 applications as
those identified in our previous report. However,
both the FBI and Office of Intelligence Policy
and Review were able to expedite two Section 215
requests in 2006 when the FBI identified them as
emergency requests.

Our review did not identify any illegal use of
Section 215 orders in 2006. However, we found
two instances when the FB! reccived more
information than it requested in the Section 215
orders. In one case, approximately 2 months
paseed before the FBI recognized it was receiving
additional information that was beyond the scope
of the FISA Court order. The FBI reported this
incident to the 1OB, and the additional information
was sequestered with the FISA Court. In the
other case, the FBI quickly determined that it
inadvertently received information not authorized
by the Section 215 order and isolated the records.
H , the FBI subsequently Juded that
the matter was not reportable to the 10B and that
it should be able to use the inaterial as if it were
“vol ily produced” b the information
was not statutorily protected. We disagreed with
this conclusion, and our report recommended that
the FBI develop procedures for identifying and
handling information that is produced in respouse
to, but outside the scope of, the Section 215 order.

In response to the Patriot Reauthorization Act's
directive to identify any “noteworthy facts or
circumstances” related to the use of Section

215 orders, our report discussed another case in
which the FISA Court twice refused to authorize
a Section 215 order based on concerns that

the investigation was premised on protected

First Amendment activity. The FBI subsequently

issued NSLs to obtain information based on the

same factual predicate and without a review

to ensure the investigation did not violate the
bject’s First A rights. We q

the appropriateness of the FBI's actions

L the NSL C the same First

Amendment caveat as the Section 215 statute.

K

Finally, as directed by the Patriot Reauthorization
Act, we exatnined the interim procedures

adopted by the Department for Section 215
orders to minimize the retention and prohibit

the dissemination of non-publicly available
information about U.S. persons. We concluded that
the interim minimization procedures adopted in
September 2006 do not provide specific guidance
for minimization procedures that the Patriot
Reauthorization Act appeared to contemplate. The
OIG report recommended that the Department
develop specific minimization procedures related
to Section 215 orders.

‘We provided the full classified report to Congress,
the Deparunent, the FBI, and the Office of the
Director of' National Intelligence.

The FBI’s Management of Confidential
Case Funds and Telecommunication
Costs

The OIG's Audit Division examined the FBI's
management of confidential case funds that
support its undercover activities. The FBI

uses confidential funds to conceal its identity
from criminals, vendors, or the public during
an undercover activity or operation. The audit
stemmed frotn a recently concluded OIG
investigation in which an FBI telecomununications
specialist in a field office pled guilty to stealing
over $25,000 in confidential tunds intended for
undercover telecommusication services. The

October 1, 2007 - March 31, 2008
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investigation also revealed that the employee took
advantage of wezk controls over field division
confidential funds to convert FBl money for her
own use.

The oudit found that the FBI lacked an adequate
financial system to manage confidential case
funds effectively. FBI field divisions used an
antiquated information systein called the Financial
Manageinent System to process confidential case
fund expenditures. The Financial Manageinent
System could not track details pertaining to
confidential payments, such as commercial vendor
names, invoice numbers, or whether a supported
case was open or closed. Consequently, FBI
employees were left to develop various “work-
arounds” to the system in an effort to track
confidential case fund requests made by FBI
special agents working in undercover capacities.
As a result of the audit, the FBI agreed to

revise it plans for a new financial management
information system to replace its antiquated
system.

Since the FBI treats telephone surveillance bills
as confidential case costs, the audit examined

the procedures used by FBI field divisions to

pay these bills. The audit discovered that the
volume of undercover telephone bills, coupled
with the inconsistent way various FBI field offices
handled confidential cese funds, resulted in the
FBI routinely paying covert telecommunication
costs late. These late pay sometimes resulted
in telecommunication carriers terminating FBI
surveillance delivery lines for non-pay

In exanining the persounel and security files
of FBI field division employees who had daily
access to confidential case funds, we found that
nearly ore-hall of the sampled emnployees

had financiel histories that indicated personal
monetary problems, such as late lozn payments
and bankruptcies. Our audit noted that the FBI
had not developed procedures specifically to

ensure that employees with financial concerns
were not placed in situations where they could
process confidential case funds without enthanced
supervision.

The audit reconunended that the FBI improve
its processing and tracking of confidential

case funds, how it tracks and pays undercover
telecommunication expenses, aud its oversight
of confidential case fund management. The FBI
agreed with the recommendations and has begun
to implement them.

Implementation of the
Communications Assistance for Law
Enforcement Act

In 1994, Congress passed the C

ssistance for Law Enfo t At (CALEA) to
enable court-ordered clectronic surveillance in
light of the rapid deploy of new technol
and wireless conununication services. To facilitate
CALEA implementation, Congress appropriated
nearly $500 million to the Telecommunications
Carrier Compliance Fund (TCCF). The Attorney
General designated the FBI to manage the TCCF
and reimburse tel ications carriers for the
cost of modifying equipment, facilities, or services
installed or deployed before 1995.

Under CALEA, the OIG biennially reports to
Congress on the equipment, [acilities, and services
modified to comply with CALEA requirements.
Our sixth CALEA audit, issued in March 2008,
found that over a 10-year period the FBI spent
nearly $452 million on licensing agreements with
manufacturers to provide CALEA solutions on
equipment used by telecommunications carriers.
In addition to these licensing agreements, the FBI
directed nearly $7.5 million in TCCF funds to pay
wire line carriers for deploying, activating, and
testing CALEA solutions. By the end of 2007,

U.S. Department of Justice, Office of the Inspector General












supervised release. Sentencing is pending for
the other cight defendanta.

An investigation by the O1G’s Datlas Field
Office led to the arrest and guilty plea of a
BOP chaplain for sexual abuse of a ward. Our
investigation determined that on multiple
occasions the chaplain, a Catholic priest,
engaged in sexual acts with innates who
attended his Bible study class or who served as
a clerk for the Religious Services Departinent
at the prison. During an OIG interview, the
chaplain admitted to multiple sexual acts with
multiple victims and subsequently resigned his
position with the BOP. Sentencing is pending.

An investigation by the OIG's Atlanta Area
Office led to the arrest and guilty plea of

a BOP correctional officer on charges of
bribery. OIG investigators determined that the
correctional officer introduced marijuana and
tobacco products into the prison for numerous
inmates in exchange for money. Western Union
records revealed that the correctional officer
received at least 26 wire transfer payments
from inmate family members or associates
totaling more than $22,000. In an OIG
interview, the correctional officer admitted to
receiving $20,000 to $30,000 over an 18-month
period for introducing contraband into the
prison. The correctional officer resigued his
position immedintely following the interview.
He was sentenced in the Northern District

of Georgia to 1 year incarceration followed

by 8 years’ supervised released, and he was
ordered to perform 120 hours of community
service.

An investigation by the O1G’s Atlanta Area
Oflice led to the arrest and guilty plea of a
BOP correctional officer on charges of bribery
and smuggling contraband into a federal
prison. OIG investigators developed evidence
that on several occasions the correctional

Semiannual Report to Congress

officer provided inmates with cigarettes in
exchange for money. The correctional officer
was sentenced to 25 months’ incarceration
followed by 2 years’ supervised release and was
ordered to pay a $1,500 fine. The correctional
officer resigned his position with the BOP as a
result of our investigation.

A joint investigation by the OIG’s Denver
Field Office and the Department of Howeland
Security (DHS) Bureau of Immigration and
Customs Enforcement led to the arrest of a
BOP warehouse supervisor on federal charges
of transportation of child pornography. The
investigation determined that the warehouse
supervisor possessed and transmitted child
pornography through his personal computer to
servers | d in France. Judici dings
continue.

1 pr
L g

A joint investigation by the OIG’s Miami
Field Office, FBI, Florida Department of Law
Enforcement, and Department of Health and
Human Services OIG led to the arrest and
guilty plea of a BOP physician and physician's
assistant and three civilians on charges of
couspiracy to commit healthcare fraud. The
investigation uncovered a scheme in which the
five defendants established a medical clinic that
was used to defraud the Medicare program

by billing Medicare for HIV infusion therapy
trentinent that it was not providing. The clinic
received approximately $2 million in fraudulent
Medicare proceeds. The BOP physician was
sentenced to 2 years’ incarceration followed
by 3 years’ supervised release, fined $10,000,
aud ordered to perform community service.
The BOP physician’s assi was d
to 20 months’ incarceration followed by

24 months’ supervised release. Two of the
civilians were sentenced to 24 and 30 months’
incarceration, respectively, tollowed by

24 mnonths’ supervised release. The four
defendants also were ordered to pay more
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than §1.8 million in restitution. Sentencing is
pending for the third civilian. The physician
and physician's assistant resigned from the
BOP as a result of our investigation.

A joint investigation by the OIG's Fraud

»? ion Office, Defe Criminal
Investigative Service, US. Army Criminal
Investigation Division, and US. Air Force
Office of Special Iuvestigations led to

an agreement by Sioux Manufacturing
Corporation (SMC) of Ft. Totten, North
Dakota, to pay $2 million to settle allegations
that it knowingly provided substandard
woven Kevlar cloth for use in military combat
helmets. Investigators determined that from
approximately 1994 to 2006 SMC sold finished
armored cloth (Kevlar) to Federal Prison
Industries, lnc. (UNICOR), which used the
Kevlar to manufacture Personnel Armor
System Ground Troops helmets and sold the
helmets to the Defense Logistics Agency. With
each delivery of the Kevlar, SMC certified to
UNICOR that its product met the required
military specifications, one of which dictates
a specific number of woven yarns per square
inch of finished cloth.

However, investigators found evidence that
SMC sometimes delivered cloth that had not
been woven to the required specifications.

The helmets containing cloth woven by SMC
passed all ballistics safety tests conducted
pursuant to government contracts and

similar tests conducted by the military

during this investigation. Two former SMC
employees filed the original lawsuit against the
corporation under the qui tamn or whistleblower
provisions of the False Claims Act. The

settl was Jinated by the USAO
for the District of North Dakota with the

4

assistance of the Civil Division's Commercial
Litigation Branch.

In our September 2006 S { Report lo
Congress, we reported on a joint investigation
by the OIG’s Houston Area Office and the
DHS OIG that led to the arrest of a senior
BOP correctional officer on charges of theft of
public funds and wire fraud. The investigation
disclosed that the corr | officer falscly
claiined to be a victim of Hurricane Katrina
and received more than $33,000 in benefits
from the Federal Emergency Management
Agency (FEMA), Red Cross, and other
organizations. During this reporting period,
the senior correctional officer was ed

in the Western District of Louisiana to

16 months’ incarceration followed by 8 ycars'
supervised release pursuant to his jury-trial
conviction on charges of theft of public money,
wire fraud, and making false statements, In
addition, he was ordered to pay FEMA $24,540
in restitution, pay a $1,000 fine, and perform
100 hours of community service.

An investigation by the O1G's Houston Area
Office led to the arrest and conviction of a
BOP correctional officer on charges of bribery.
OlG investigators deterntined that on four
ions the correctional officer d
bribes totaling $3,600 from an inmate in
exchange for smuggling tobacco into the
Federal Correction Institution. Sentencing is

pending.

An investigation by the OIG’s Washington
Field Office led to the arrest of a senior BOP
corvectional officer on charges of deprivation
of rights under the color of law and making a
false statement. lnvestigators determined that
the senior correctional officer assaulted two

U.S. Department of Justice, Office of the Inspector General






several initiatives designed to expedite its
processing of claims and, by the end of our
review, had reduced the backlog of claims t 99.
In March 2008, the backlog had been reduced to
27 claims.

We also found that OJP iuitially denied some
claims based in part on its narrow legal
interpretation of the definition of “nonroutine”
activitics. In October 2007, BJA issued policy
nientoranda clarifying that any respouse to an

emergency call should be considered “nonroutine”

for purposes of analyzing claims under the

Act. The Director of the Public Safety Officers’
Benefits Program Office stated that this step has
led to more claims being approved and faster
claims processing.

The OIG recommended that OJP finalize a
guide to the Hometown Heroes Act directed to
claimants, have its Office of the General Counsel
establizh more definitive timeliness standards for
its legal reviews of claims, and use a new case
management system to expedite processing of
claims. OJP agreed with our recommendations.

The Paul Coverdell Forensic Science
Improvement Grants Program

In January 2008, the OlG’s Evaluation and
Inspections Division released a follow-up report
examining OJP's Paul Coverdell Forensic Science
Improvement Grants Program. Coverdell grants
are awarded to state and local governments

to improve the timeliness and quality of their
forensic science and medical examiner services
and to climinate backlogs in the analysis of DNA
and other forensic evidence. One condition of
receiving a Coverdell grant is the grautee must
certify that an entity exists and an appropriate
process is in place to conduct independent
external investigations into allegations of serious

negligence or migconduct. This requirement was
implemented to address allegations of forensic
laboratory negligence, misconduct, aud false
testimony by forensic laboratory staff that have
led to wrongful convictions in several states.

A December 2005 OIG report conduded that OJP
was not effectively administering the certification
requirement because it had not required grant
applicants to identify the names of the certified
goverument catities. Our latest review, issued in
January 2008, examined OJP’s administration

of the Coverdell iudependent investigation
certification requirement and found that, even
though OJP has obtained certifications from grant
applicants, it has not ensured that applicants
certify entities that are qualified to conduct
independent investigations of the forensics
laboratories and has uot required that allegations
be appropriately referred for investigation. We
also found that, while OJP had started requiring
applicants to provide the name of the government
entity, OJP still was not ensuring that applicants
named entities that were actually capable of
conducting independent investigations of alleged

wrongdoing.

The OIG review found that one-third of the
named entities lacked the authority, capabilities
and resources, or an appropriate process to
Juct independent external i ig into
allegations of serious negligence or misconduct.
I addition, several certifying officials told the
OIG that when they completed the certification
they did not have a specific entity in mind and
merely signed the document OJP provided. We
also found that OJP did not provide adequate
guidance to ensure that grantees and forensic
laboratories actually referred allegations of
negligence and misconduct to the certified
government cntitics for investigation.

The OIG made three recommendations to improve
the effectivencss of OJP's grant administration
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and better ensure that serious allegations of
negligence or misconduct are referred for
independent investigations. OJP concurred with
recommendations that it provide guidance to
refer allegations to certified government entities
and to revise and docwmnent its application
review process. OJP did not agree with the

' dation to require appli to name
the government etitics and confirm that the
entities have the authority, independence, and
the resources to conduct independeut, exterual
investigations.

The Southwest Border Prosecution
Initiative Reimbursement Program

The OIG’s Audit Division audited the Southwest
Border Prosecution [nitiative (SWBPI), a

$30 million annual program administered by

OJP through which the Department provides
reimbursement to four Southwest Border states
and local jurisdictions for the prosecution and
pre-trial detention costs in federally initiated cases
that are dedlined by the USAQ.

We found several deficiencies in OJP’s oversight
of the SWBPI program. From October 1, 2001,
through September 31, 2006, OJP provided

$161 million in reimbursement o four Southwest
Border states and local jurisdictions. In seven
audits of individual jurisdictions who received
this funding, we found $15.7 million in questioned
costs, which represented 28 percent of the

total $55 million in reimbursements that we
audited. We also found that OJP does not require
applicants to provide documentation supporting
reimbursement requests, does not review the
applications for accuracy, and does not monitor
recipients to deterniine the eligibility of cases

1

submitted for reimbur In our judgment,

most ol the unallowable and unsupported
reimbursements we identified could have been
avoided if OJP required applicants to submit
supporting documents.

On every SWBPI reimbursement application,

the jurisdiction’s Chief Executive Oflicer (CEO)
or designee must certily that the SWBPI claim,
combined with other federal funding, does not
exceed 100 perceut of the cost of prosecuting
and detaining defendants during the reporting
period. However, we found that reimbursements
are not linked to actual costs incurred by the
jurisdictions to prx federally declined
criminal cases. Moreover, none of the seven
jurisdictions included in our audit maintained any
documentation to support the costs sut d for
reimbursement that were associated with SWBP1
cases. This resulted in reimbursements totaling
$49.78 million that could not be linked to actual
costs incurred by the jurisdictions to prosecute
federally declined criminal cases.

Additionally. on every SWBPI reimbursement
application the jurisdiction’s CEO or designee is
required to certify that the SWBPI claim has been
adjusted to account for additional prosccution

and pre-trial d jon funding received through
other federal programs. We found that six of the
seven state and local jurisdictions included in our
audit did not take any steps to ensure that the
SWBPI reimbursements, when combined with
additional federal funding, did not exceed the cost
to prosecute the SWBPI cases. This failure could
result in jurisdictions being reimbursed by the
lederal government more than once for the same
prosecutions and pre-trial detention services.

We tnade 13 recommendations regarding OJP's
oversight of the SWBPL. OJP agreed with our
recommendations.

U.S. Department of Justice, Office of the Inspector General

































Survey of luternal Control Procedures Over
Department Grant Funds Administered by the
National Academy of Sci ‘Washington, D.C.

Survey of Internal Control Procedures Over
Department Grant Funds Administered by BRTRC,
Iuc., Fairfax, Virginia

Survey of Iuternal Control Procedures Over
Handling of Receipts for Department Grant
Awarded to the Athens Clarke County, Georgia,
Driving Under the Influence/Drug Court

Survey of Internal Control Procedures Over the
Administration of Department of Justice Grants
Sub-Awarded by the Puerto Rico Department

of Justice to Carlos Albiza University, San Juan,
Puerto Rico

The Department’s Annual | Financial S
FY 2007

The Departinent’s Victim Notification System

The DEA's Controls Over Wezpons and Laptop
Computers Follow-up Audit

The FBI's Management of Confidential Case Funds
and Telecommunication Costs

The BOP's Efforts to Manage Inmate Health Care

The Southwest Border Prosecution Initiative
Reimbursement Program

The US. Trustee Program’s Oversight of Chapter 7
Panel Trustees and Debtors

The USMS's Annual Financial Statement FY 2007

Use of Equitable Sharing Re by the Douglas
County Sherifl"s Office, Omaha, Nebraska

Single Audit Act Reports of
Department Activities
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Apsaalooke Nation Housing Authority, Crow
Agency, Montana

Asotin County, Asotin, Washington

Bright Horizons Resources for Survivors of
Domestic Violence and Sexual Asszult, Norfolk,
Nebraska

Brown County, Nashville, Indiana
Caldwell County, Kingston, Missouri
Champaign County, Urbana, Ohio
City of Baltimore, Maryland

City of Bastrop, Louisiana

City of Boonville, Missouri

City of Chula Vista, California
City of Cincinnati, Ohio

City of Gary, Indiana

City of Harrisburg, Pennsylvania
City of Indianapolis, Indiana

City of Kansas City, Missouri

City of Lake Charles, Louisiana
City of Montgomery, Minnesota
City of Newark, Delaware

City of Portsmouth, New Hampshire
City of San Diego, California

City of Scranton, Penusylvania
City of South El Monte, California
City of Visalia, California

Clay County. Spencer, lowa

Colorado Coalition Agzinst Domestic Violence,
Denver, Colorado

Confederated Tribes of the Colville Reservation,
Nespelem, Washington

Crow Tribe of Indians, Crow Agency, Montana

October 1, 2007 - March 31, 2008

Semiannual Report to Congress

Dotnestic Violence Intervention Services, Inc.,
Tulsa, Oklahoma

Florida Council Ageinst Sexual Violence,
Tallahassee, Florida

Franklin County, Columbus, Ohio

Greette County, Springfield, Missouri

Hall County. Grand Island, Nebraska

Hawaii Community Foundation, Honolulu, Hawaii
Howell County, West Plains, Missouri

Indian Township Tribal Government, Princeton,
Maine

Itasca County, Grand Rapids, Minnesota
Johnson County, Warrensburg, Missouri
Kanawha County, Charleston, West Virginia

Kickapoo Tribe of Oklah McLoud, Oklah
Lake County, Polson, Montana

Levy County, Bronson, Florida

Marion County, Marion, South Carolina

Marshall County Commission, Guntersville,
Alabama

Mescalerv Apache Tribe, Mescalero, New Mexico

Miami/Miami-Dade Weed and Seed, Inc., Miami,
Florida

Minnesota Program Development, Inc., Duluth,
Minnesota

Mississippi County, Charleston, Missouri
Montgomery County, Independence, Kansas
Municipality of Corozal, Puerto Rico

Northern Cheyenne Tribe, Larme Deer, Montana

Northwest Crime and Social Research, Inc., Olynpia,
Washington

Pulaski County, Waynesville, Missouri

Southwest Center for Law and Policy, Inc, Tucson,
Arizona

St. Louis County, St. Louis, Missouri
State of Connecticut, Hartford, Connecticut

State of Hawaii Department of Public Safety,
Honolutu, Hawaii

State of Louisiana, Baton Rouge, Louisiana

State of Nebraska, Lincoln, Nebraska

State of North Dakota, Bismarck, North Dakota
State of Ohio, Columbus, Ohio

State of South Carolina, Columbia, South Carolina
State of Washington, Olympia, Washington
Tangipahoa Parish Sherifl, Amite, Louisiana

The Navaho Nation, Window Rock, Arizona
Town of Brattleboro, Vermont

Town of Davie, Florida

Township of Mublenberg, Pennsylvania

University of Mi i, Columbia, Mi: i
University of Notre Dame, Notre Dame, ludinna
University of Toledo, Toledo, Ohio

Verde Valley Sanctuary, Inc., Sedona, Arizona

Washington Association of Sheriffs and Police
Chiefs, Lacey, Washington

Whatcom County, Bellingham, Washington
Yellowstone Boys & Girls Ranch, Billings, Montana
YWCA of Lewiston-Clarkston, Lewiston, Idako
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